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Design and Implementation of Network Vulnerability Assessment System

DENG Ya-ping, WU Hui-lian, CHEN Lin, WANG Bin
( Institute of Computer Science & Technology, Chongging University of Posts & Telecommunications, Chongging 400065, China)

Abstract Through the review and embedded study of the theory of network vulnerability testing and security risk assessnent,

we have successfully developed a new model of network vulnerability assessment. Based on this model we have implemented
the network wulnerability assessment system. From the point of view of initiative defense, this system can inspect the security
situation of target system, and find out the security wulnerability or system defect automatically. It also gives out the security
grade and assessment report according to the related standards.
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